CENTRALCOMMAND

Central COMMAND is a centralized management package that allows
administrators to prepare the Command AntiVirus (CSAV) installation for
deployment across the network from one location.

NOTE: CentralCOMMAND can be used to administer only Command AntiVirus
for Windows® Version 4.70 and later.

Central COMMAND contains the following administrative tools that allow you to
download Command AntiVirus updates and upgrades, deploy the Command
AntiVirus Pre-installation Convenience Pack to machines across your network,
customize features and settings prior to deploying CSAV, and advertise CSAV
across your network. All of the tools are installed by default.

¢ Command AntiVirus Deployment Prep Wizard  — Allows you to deploy the
CSS Remote Agent, install the Command AntiVirus Pre-installation
Convenience Pack, create an administrative image, create a customized
transform file (MST), and advertise CSAV across your network.

If you are using only Active Directory to customize and deploy Command
AntiVirus across your network, you do not need to use this wizard.

NOTE: A shortcut to the CSAV Deployment Prep Wizard is created in the
Central COMMAND folder of the Windows Start menu.

¢ System Policy Template for Windows Installer ~ — Allows administrators
using Windows NT® and Windows 95, Windows 98, and Windows Me to
configure the settings for the Windows Installer.

¢ System Policy Template for Command AntiVirus — Allows you to configure
the settings for Command AntiVirus.
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¢ Custom Installation Wizard for Command AntiVirus — Allows you to
customize the Command AntiVirus installation by adding or removing
features, creating customized scan tasks, and configuring Command
AntiVirus settings. You can also import settings from a previous version of
Command AntiVirus.

NOTE: A shortcut to the Custom Installation Wizard is created in the
Central COMMAND folder of the Windows Start menu.

¢ Command AntiVirus Download Manager - allows you to download
Command AntiVirus updates and upgrades and to apply them to
administrative images.

NOTE: A shortcut to the CSAV Download Manager is created in the
Central COMMAND folder of the Windows Start menu.

The deployment method you chose to install Command AntiVirus across your
network and your need to schedule downloads, determines what tools you
should use. For more information on your deployment options, refer to the
Network Administration  chapter of the Command AntiVirus for Windows
Administrator’s Guide.

Command AntiVirus for Windows
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SYSTEM REQUIREMENTS

To install and operate Central COMMAND, you must have:
* Atleast one of the following Microsoft Windows 32-bit platforms installed:

Windows NT® 4.0 with Service Pack 4 or higher

Windows NT® Server edition 4.0 with Service Pack 4 or higher
Windows 2000 Professional

Windows 2000 Server

Windows 2000 Advanced Server

Windows XP Professional

Windows XP Home

* Microsoft Internet Explorer 5.0 or higher installed

* Windows Active Directory Service Interface (ADSI) client

NOTE: The ADSI client program is packaged with the Central COMMAND
installation files. To install the client, double-click the ADS.EXE file.

INSTALLATION

The following instructions will help you to install Central COMMAND quickly and
easily. The default installation installs all of the required components.

We suggest that you read through these instructions prior to installing the
product. This will allow you to better anticipate any choices that you may need to
make during the installation process.
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INSTALLING

To install and use Central COMMAND on Windows NT, Windows 2000, or
Windows XP, one of the following conditions must be met:

* You are a member of the Administrators group on the local machine

¢ System policy is set so that you have elevated privileges for installations

NOTE: The Central COMMAND installation is in a Microsoft Installer (.MSI)
package format. For machines that do not have the Windows Installer, the
installation SETUP.EXE installs the Windows Installer and then launches the
CCOMMAND.MSI.

After installing the Windows Installer, the user may need to restart the computer.
After the computer restarts, Setup continues.

NOTE: Before running the installation program, we strongly recommend that you
exit all Windows programs.

To install Central COMMAND, follow these steps:

Insert the CD-ROM.

Click the Start button on the Windows task bar.

Click Run.

Click Browse to search the CD for the CENTRALC folder.
Open that folder.

In the File of type drop-down, select All Files .

N o gk~ w D RE

To run the setup program, double-click SETUP.EXE.

The system returns to the Run dialog box.

8. Click OK. The system displays the Welcome dialog box.

Command AntiVirus for Windows
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9. Click Next. The system displays the License Agreement .

10. To accept the license agreement, select | accept the License Agreement
and click Next. The system displays the Destination Folder dialog box:

i CentralCO = =10 x|
Destination Folder o
Select a folder where the application will be installed. b 4
F
The wize |nstallation ‘wizard will inztall the files for CentralCOMMAND in the following
folder.

T o inztall inta a different falder, chck the Browse button, and select anather folder.
Y'ou can chooge not ta inztall CentralCOMMARND by clicking Cancel to exit the wWise
Inztallation ‘wizard.

Destination Folder
{E:Hprngram Filez\Command SoftwaretCentralCommand', Browse |

< Back | Hent » I Cancel

Destination Folder Dialog Box
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11. In the Destination Folder text box, type where you want the files installed. The
default is: C:\Program Files\Command Software\CentralCommand

NOTE: You can use the Browse button to select a different folder.

12. Click Next. The system displays the Updating System dialog box. Please
wait while the program copies the Central COMMAND files to your system.

NOTE: You can click Cancel, Exit Setup and then OK to cancel the installation
and exit the setup program.

When the copying is complete, the system displays a dialog box informing
you that Central COMMAND has been successfully installed.

13. Click Finish to exit.

PREPARING FOR DEPLOYMENT

Before you can install Command AntiVirus across your network, there are several
steps that you need to take to prepare for the installation. For more information,
refer to Preparing For The Installation located in the Network Administration
chapter of this administrator’s guide.

The Command AntiVirus Deployment Prep Wizard allows administrators with
mixed environments to prepare the network for the deployment of Command
AntiVirus 4.70 or higher quickly and easily. Using this wizard you can perform the
following tasks:

¢ |nstall the Command AntiVirus Pre-installation Convenience Pack onto
Windows NT machines across your network

You can install the Command AntiVirus Pre-installation Convenience Pack onto
Windows 95/98/Me machines by placing the CSS Remote Agent RunP that is
created by the wizard in an e-mail or logon script. For more information, refer to
Starting The Installation Process located in the Network Administration
chapter of this administrator’s guide.

Command AntiVirus for Windows
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¢ Perform an administrative installation to a Software Distribution Point (SDP)
¢ Customize CSAV features and settings

¢ Advertise CSAV across your network

COMMAND ANTIVIRUS DEPLOYMENT PREP WIZARD

KPR If you are using only Active Directory to customize and deploy Command
AntiVirus across your network, you do not need to use this wizard.

If you are using Windows 95/98/Me, click the link in the Welcome dialog box of
the wizard to find out more about Windows 95/98/Me workstation administration.

Using this wizard you can:

¢ Deploy the CSS Remote Agent from a network server on to selected
machines.

This agent allows you to install the prerequisite component files (Command
AntiVirus Pre-installation Convenience Pack) and to apply administrative
rights to install (advertise) to the CSAV installation package.

¢ Install the prerequisite component files that prepare the machines for the
installation of CSAV.

95158 Me You can install the Command AntiVirus Pre-installation Convenience Pack onto

Windows 95/98/Me machines by placing the CSS Remote Agent RunP that is

- created by the wizard in an e-mail or logon script. For more information, refer to
Starting the Installation Process  located in the Network Administration
chapter of this administrator’s guide.
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* Create an administrative image. These are the files created from performing
an administrative installation to a shared network folder (SDP).

* Create a customized transform file (.MST).

¢ Advertise CSAV across your network.

The wizard is easy to use. Just make your selections, and click Next to continue.
If you do not need to perform the specified action on a page, you can select the
Skip Page check box to go to the next page.

Here are just a few points to remember.

* To go back to the previous dialog box, click Back .
* To exit the wizard during the process, click Cancel.

* To exit the wizard after you have completed the process, click Finish .

To start the wizard, follow these steps:

1. Click the Start button on the Windows taskbar.
2. Select Programs .
3. Select Central COMMAND .

4. Click Command AntiVirus Deployment Prep Wizard . The system displays
the Welcome dialog box.

5. Click Next. The system displays the Initialize Server dialog box:

Command AntiVirus for Windows
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Initialize Server Dialog Box

NOTE: At least one server needs to contain the prerequisite component files
that are to be installed onto the machines.
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6. Inthe Server Name text box, type the name of the server where the
prerequisite component files are to be copied.

7. In the Drive on Server text box, click the drop-down arrow to select the drive
letter.

NOTE: You must select an NTFS drive.

8. Click Next. The system displays the Create Administrative Image dialog box:

Command AntiVirus for Windows
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Create Administrative Image El

To deploy an k5] file acrogs the netwark you must first perform an adminiztrative installation
to a ghared nebwork folder. The files in thiz folder are refered to as the administrative image.
“'ou can then hawve wour nebwark. computers install and update from the administrative image.

If you do not need to perform the specified action on a page, you can zelect the Skip Page
check box to go to the next page.

Enter the path ta the zource k5] file:

Browse. .. |

IMC path to the adminiztrative image:;
WhtestImainhCS5_PCAE,

[ Skip Page

< Back I et = I Cancel

Create Administrative Image Dialog Box

This dialog box allows you to perform an administrative installation to a
shared network folder. The folder is referred to as the Software Distribution
Point (SDP). The files in the folder are referred to as the administrative image.
You can then have your network computers install and update from the
administrative image.
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9. Inthe Enter the path to the source .MSl file  text box, type the path to the
Command AntiVirus .MSI file.

NOTE: You can use the Browse button to search for the file.

The wizard automatically generates a folder to store the administrative image.
This folder is created on the server and the NTFS drive that you previously
selected.The path to the folder is displayed under UNC path to the
administrative image

10. Click Next. The system displays the Admin Installation dialog box:

]
[ i'é'a Command Anti¥irus for

Admin Installation

Where would you like to create vour installation?

Metwork, installation point;

I'x'xtestEmain'xES S_PCKAEN Browse |

< Back | Mest » I Cancel

Admin Installation Dialog Box

Command AntiVirus for Windows
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11. Click Next. The system displays the Admin Installation Verify Ready dialog
box.

12. Click Next to begin creating the administrative image. The system displays the

Updating System dialog box. Please wait while the program copies the files
to the SDP.

NOTE: You can click Cancel, Exit Setup , and then OK to cancel the installation
and exit the setup program.

When the copying is complete, the system displays a dialog box informing
you that Command AntiVirus for Windows has been successfully installed.

NOTE: We recommend that you copy the administrative image to another
location in your network. This provides a backup copy when an installation needs

to be repaired. This copy is only for backup purposes. Command AntiVirus can
only be installed from the location from which it was advertised.

13. Click Finish to continue. The system displays the Search Network for
Computers dialog box:
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Search Network for Computers Dialog Box

Command AntiVirus for Windows
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14. Click Next to continue.

Please wait while the program searches the network for computers. The
search may take several minutes.

NOTE: This process lists all of the machines on your domain including machines
that are no longer active and machines that are offline.

When the search is complete, the system displays the Prepare Target
Computers dialog box.

NOTE: You do not need to search again. You can add or delete individual
computers from the Prepare Target Computers dialog box:
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Prepare Target Computers 5'

Select the machines that you want ta prepare with the C55 Remote Agent and/or advertize
CEAN,

Enter the name aof the server that contains the prerequisite components files.,

For additional options, nght-chck an ikem. [ untried [ Success [ Failed
= LI
10-4-2-3
10-4-2-3-NT Sk
10-4-2-3-NTWwWhkSH
10-4-2-4 J
10-4-2-4-NTwEST
10-4-2-7
10-4-2-F-NTwWEST
2ka10-4-2-9
2KasS=10-4-1-34
2k-CHI
JEP-1N-4-211 ;I
Server Marme:  |kest3main [ Force Reinstal
[~ Skip Page
< Back Mt > Cancel

Prepare Target Computers Dialog Box

Command AntiVirus for Windows
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15. In the Target Computers list, select the machines on which you want to install
the CSS Remote Agent. You can also select the machines on which you want

to advertise CSAV. Click the plus sign (+) to the left of a domain to expand it,
for example, TEST1.

You can select an entire domain or individual machines by clicking the check
box to the left of the domain or machine name. For example, to select all of
the machines in the TEST1 domain, click the check box to the left of TEST1.

You can also click Select All Computers from the drop-down menu. Using

the right mouse button (right-click), click a domain name. The system displays
a drop-down menu:
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Prepare Target Computers -_ El

Select the machings that you want bo prepare with the C55 Remate Agent and/or advertize
CSAN,

Enter the name of the server that containg the prerequisite components files.

For additional options, right-click an item. [Juntried [ Suceess [ Failed

=]

Install Computers

Select All Computers

Select Mo Computers
......... Add Computer J

......... 10-4-2-7

--------- O 10-4-2-7-MTWEST

......... O K A-10-4-2-9

--------- O 2EA5H10-4-1-344

......... 0O Sk -CHI

......... M= 2kpind-211 ll
Server Hame:  [test3main [ Force Reinztal

[T Skip Page

< Back I M et > I Caricel

Prepare Target Computers — Domain Drop-down Menu

Command AntiVirus for Windows
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From this menu you can:

16.

17.

Install Computers — Installs the prerequisite components on the machines
that you selected in that particular domain.

Select All Computers — Selects all machines in that particular domain

Select No Computers — Clears all selected machines in that particular
domain.

Add Computers — Adds a computer to the Target Computers list for that
particular domain.

In the Server Name text box, type the name of the server that contains the
prerequisite component files.

Click Next. Please wait while the machines are prepared. When the
preparation is complete, the system displays the Log:
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X

CorpLiter | 05 | Status | Comment | E rrior -
#PPRO-GERMAM Failed nreachable network, addresz  The netwark, path wasz not found.
W2KP10-71-2 2k Installed

TEST3MAIN 2k Installed

TESTIMTW 2k Installed

TESTIMTA 2k Installed

TECHMT4 2k Installed

[1axP 2K Installed

QA-LARPTOF=P 2k Installed

MW -10-4-2-11 2k Installed

MTSRY 2k Installed

MTS5-10-4-2-11 2K Installed

MTaw-10-4-2-11 2k Installed T
MTaw10-4-1-40 MNT  Installed

MT45-10-4-2-11 2k Installed

MT4510-4-1-40 2K Installed

MT4_10-4-2-10 2k Installed

CHIMESE 2. 2k Inztalled

935EG 2k Installed

2HGE10-4-1-324 2K Installed j
1] |
Thiz log containz the preparation status of each machine that pou zelected.

Log

This log contains details of the installation on each machine that you selected. It
specifies the computer name, the operating system, whether it installed or failed.
If applicable, it also specifies the reason for a failure and the error that occurred.

18. Click Close. The system returns to the Prepare Target Computers dialog
box:

Command AntiVirus for Windows
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Prepare Target Computers ::‘_ El
Select the machings that you want ta prepare with the C55 Remote Agent andfor adwvertize
CSAM,

Enter the name aof the server that containg the prerequizsite components files.
For additional options, nght-click an item. [ unwied [ Suscess [ Failed
B =l
10-4-2-3
10-4-2-3-M T K
10-4-2-3-MTWESH
10-4-2-4 J
10-4-2-4-MTWIES
10-4-2-7
10-4-2-7-MNTWEST
2kA-10-4-2-9
2EA5:10-4-1-34
2K-CHI
FEPANA211 ;I
Server Mame:  |test3main ™ Farce Reinstal
¥ Skip Page
< Back Meut » Canzel

Prepare Target Computers Dialog Box — Machines Selected

The check boxes of the machines that you selected are now color coded to reflect
the status of the installation. Green represents a successful installation. Red
represents a failed installation.

To reinstall on the selected machines, click the Force Reinstall check box.




7-56 CENTRAL COMMAND

For additional options, right-click a machine name. The system displays a
drop-down menu:

Prepare Target Computers x|

Select the machines that you want ta prepare with the C55 Remote Agent and/or adwvertize
(ST

Enter the name aof the server that contains the prerequisite components files.

For additiohal optionz, right-click an item. O urntried [ Success [ Failed

=]

-

10-4. Install...
10-4. Status...

10-4. Remote Status... J
-4

104 Delete

10-4-2-7-NTWHEST
2KA-10-4-2-9
2KASE10-4-1-344

2K-CHI

PEP-10-4-211 ;I

Server Marme:  |test3main [ Force Reinstal

¥ Skip Page

< Back I Mest > I Cancel

Prepare Target Computers — Machine Drop-down Menu

Command AntiVirus for Windows
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From this menu, you can select one of the following options:

¢ Install — Installs the prerequisite components on that particular machine.
¢ Status — Displays the details of the installation on that particular machine.

* Remote Status — Allows you to view the two prerequisite component status
files. This allows you to make sure that the prerequisite component files were
installed and started correctly.

* Delete — Deletes that particular machine from the Target Computers list.

19. Click Next. The system displays the Create MST dialog box:
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Create MST Dialog Box

This dialog box allows you to create a custom Windows installer transform
(MST file). The MST file contains your customized installation features and
settings.

Command AntiVirus for Windows
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20. Select one of the following options:
¢ If you do not want to customize CSAYV, click Next, and go to Step 23.

¢ |f you want to create an MST file, select the Create an MST file check box.
The system redisplays the Create MST dialog box with the Enter the path
to the .MST file text box active:

Create MST x|

& trangfarm file [[M5T] iz used to cuztomize the initial inztallation of a Windows
[niztaller [ k451] file.

¥ Create an M5ST file.

Enter the path to the MST file e recommend using a UMC path):

I'ﬂtestEmain'&ES S_PCK\Ehcustom. mat Browse. .. |

< Back et = Cancel

Create MST Dialog Box - Path Available
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You can accept the default path or use the Browse button to select a new
path. We recommend using a Universal Naming Convention (UNC) path.

21. Click Next. The system displays the Custom Installation Wizard for Command
AntiVirus Welcome dialog box.

Follow the instructions on the screens to complete the customization. For
more information, refer to Custom Installation Wizard located later in this
chapter.

22. The system displays the Install to Network dialog box:

Command AntiVirus for Windows
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_<Back | o | concel |

Install to Network Dialog Box
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This dialog box provides you with a command line that you can copy and paste
into a logon script, web page, SMS script, or ZENworks®, etc.

To install Command AntiVirus across your network, you need to run the
command line from each machine on which you want to install Command
AntiVirus.

For Windows 95/98/Me machines, you must also include the RunP to install the
prerequisite component files.

For more information, refer to Starting The Installation Process located in the
Network Administration  chapter of the Command AntiVirus for Windows
Administrator’s Guide.

23. Click Finish to exit the wizard.

CUSTOMIZING YOUR CSAV INSTALLATION SETTINGS

Central COMMAND contains several tools that allow administrators to customize
features and settings prior to deploying Command AntiVirus throughout the
network. These tools include the:

¢ System Policy Template for Windows Installer
¢ System Policy Template for Command AntiVirus

* Custom Installation Wizard for Command AntiVirus

Using the System Policy templates, you can customize the Windows Installer and
the Command AntiVirus settings. You can then apply these settings to computers
throughout the network by adding the System Policy Templates to System Policy
in Windows NT and Windows 95/98/Me or Group Policy in Windows 2000/XP.

Command AntiVirus for Windows
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Using the Custom Installation Wizard for Command AntiVirus you can import
Command AntiVirus settings from a previous version, add or remove features,
and create custom scan tasks. If you are not using the System Policy Template
for Command AntiVirus, you can also use the wizard to customize Command
AntiVirus settings. The wizard then saves the changes to a Windows Installer
transform (.MST file) that can be deployed with the Command AntiVirus
installation .MSI to computers throughout the network.

The following sections describe each tool in detail.

SYSTEM POLICY TEMPLATE FOR WINDOWS INSTALLER

The System Policy Template for Windows Installer (INSTLR11.ADM) allows

administrators using Windows NT 4.0 and Windows 95/98/Me to set the Windows
Installer installation policies for computers on the network. These policies control
aspect of the Windows Installer's behavior such as security, logging, and rollback.

Once you have added the template to System Policy, you can open the template
to configure the installation settings.

To add the template to Policy Template Options in System Policy and
customize the Windows Installer settings, follow these steps:

Click the Start button on the Windows task bar.
Click Run.
In the text box, type poledit .

A

Click OK. The system displays the System Policy Editor:
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# System Policy Editor ! =10 x|

File - Edit View Options Help

D|=|d| &7z %]

=
/

System Policy Editor Main Window

5. On the menu bar, click Options . The system displays a drop-down menu:

Command AntiVirus for Windows
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#J System Policy Editor O] x|
File Edit View | Options Help
M= E Palicy Template. ..
Group Prioriks, .. "
&
v

Options Drop-down Menu

6. Click Policy Template . The system displays the Policy Template Options
dialog box:
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Policy Template Options

Current Policy Template(z]:

C:ANWINNTSINFACOMMOMN A0M
CAWANNTSINFYINNT AD M

Cancel

i

Policy Template Options Dialog Box

7. Click Add. The system displays the Open Template File dialog box:

Lockin  |a@ I | ﬂ

__| 0000

__| Config.Msi
__| Program Filez
__| Recycler
_ITemp

] Winnt

File name: || Open |
Filez aof type: |Template Files [*.ADM)] ﬂ Cancel

Open Template File Dialog Box

Command AntiVirus for Windows



CENTRAL COMMAND 7-67

8. Browse to the C:\Winnt\inf folder.

L EEEEE

28] Commaon. adm
[#8] ceavd? adm
inztlrl 1. adm
[#] windows. adm
[=#] it adm

File narne: |ir'|stlr'l 1.adm Open |
Files of type: |Template Files [*.ADM) ﬂ Cancel

Open Template File Dialog Box — Infi\Winnt Folder

9. Select INSTLR11.ADM, and click Open. The system returns to the Policy
Template Options dialog box. The INSTLR11.ADM file is now added to the

Current Policy Templates list:
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Policy Template Options

Current Policy Template(z]: 0k

C:iwdAMMTSIMFSCOMMOMN AD M
LM T S MF czavd ¥.adm
LI TSN E it 1. admm
Cwd MM T SIMFY AN T AD M Remove

Cancel

it

Current Policy Templates — INSTLR11.ADM Added

10. Click OK. The system returns to the System Policy Editor.

11. On the menu bar, click File. The system displays the drop-down menu:

Command AntiVirus for Windows
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#1 System Policy Editor -10| x|
File Edit View ©Options Help

Mew Palicy

Open Policy. ..

Open Registry =
Save
Save As. ..
Close

Conneck. ..

Exit

CHWINNTLRfnstlr 11, POL

w L

File Drop-down Menu

12. Click New Policy . The system displays the Default Computer and Default
User icons.

13. Double-click the Default Computer icon. The system displays the Default
Computer Properties dialog box.

14. Locate Windows Installer, and click the plus sign (+) to expand the folder. The
settings are displayed with a check box to the right of the setting:
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'{,-'!. Default Computer Properties

Puolicies l

Dizable Windows nztaller

Alvays inztall with elevated privileges

Dizable rollback,

Dizable browse dialog bows for new source

Dizable patching

Dizable IE security prompt for Windows Installer sorpts
Enable ugzer control over inztalls

Enable uzer to browse for zource while elevated
Enable uzer to uze media zource while elevated
Enable user to patch elevated products

Allowvs remate Terminal Server installations

Cache tranzforms in zecure location on workstation ﬂ

1 I E E E E E E E E E E

k. | Cancel

Default Computers Properties Dialog Box

15. Select the check boxes of the settings that you want to apply, and click OK.
The system returns to the System Policy Editor.

Command AntiVirus for Windows
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16. On the menu bar, click File, and then Save As. The system displays the Save
As dialog box.

17. In the Save in list, browse to the:

¢ |Ifusing an NT server — Netlogon folder of the Primary Domain
Controller.

¢ |If using a Novell ® server — Public folder of the preferred server.

18. In the File name text box, type the name of the policy, for example,
* In Windows 95/98/Me — CONFIG.POL
* In Windows NT — NTCONFIG.POL

19. Click Save.

SYSTEM POLICY TEMPLATE FOR COMMAND ANTIVIRUS

The System Policy Template for Command AntiVirus (CSAV47.ADM) allows you
to set the Command AntiVirus installation policies for computers on the network
before you install Command AntiVirus. Once you have added the template to
Group Policy in Windows 2000 and Windows XP or System Policy in Windows
95/98/Me and Windows NT, you can open the template to configure the
installation settings for the items on the Command AntiVirus Preferences menu.
For more information, refer to Using the Preferences Menu in the Using
Command AntiVirus chapter of the Command AntiVirus for Windows
Administrator’s Guide.
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Using Group Policy

To add the template to the Computer Configuration/Administrative Templates
folder in Group Policy and customize the Command AntiVirus settings, follow
these steps:

NOTE: If you have not created a Microsoft Management Console file, you can
access the Computer Configuration/Administrative Templates by running
gpedit.msc .

For more information on creating a Microsoft Management Console file, refer to
Configuring Group Policies  in the Network Administration chapter of the
Command AntiVirus for Windows Administrator’s Guide.

Click the Start button on the Windows task bar.
Click Run.
In the text box, type mmc.

Click OK. The system displays the Microsoft Management Console

o M w0 N PRE

In the Console Root Tree of the Microsoft Management Console , click the
plus sign (+) to the left of the Group Policy object that you selected for
Command AntiVirus, for example, Default Domain Policy . This action
expands this item. Then, expand Computer Configuration and
Administrative Templates

Command AntiVirus for Windows
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" CSA¥Console

EI@ Computer Configuration

-] Software Settings

-] Windows Settings

=14 Administrative Templates
-] Windows Components
-] System
-] Metwiork

EEI---@ ser Configuration

: =10| x|
J Console  Window — Help |J = |

‘i Console Root',Default Dom =]
J Ackion  Wiew  Favorites |J e = | | | %

Tree I Favatites Policy | Setting

[ Consols Roat [_Iwindows Components

-- Active Directory Users and Computers I:ISystem

- Ackive Direckory Sites and Services [ Inetwark

El@ Default Daomain Palicy [_dPrinters

Microsoft Management Console — Administrative Templates

6. Select Administrative Templates

7. On the menu bar, click Action . The system displays a drop-down menu:
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‘i CSA¥Console =10 x|
J Consale  Window — Help |J 0= |

i Console Root',Default Domain Policy - O] x|

J fction  Yiew  Favarites |J e = | | | B
il Add/Remove Templates. .. | Palicy I Satting
E all Tasks 3 [ Iwindaws Components
E Mews Window From Here pMpULers DSystem
E Fvices (netwark
E  Mew Taskpad Yiew... [Printers
Expork List...

Help
: ates
-] Windows Components
-] System

-] Metwaork

@ User Configuration

Action Drop-down Menu

8. Click Add/Remove Templates . The system displays the Add/Remove
Templates dialog box:
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Add/Remove Templates ilil

Current Paolicy Templates:

MNarme | Size | Modified |
corf KB 12/741999 500 .
inetres 109KE  12/7/1999 500 ...
system FITKE  7/21/2000 505 .

Add... | Remove I Cloze |

Add/Remove Templates Dialog Box

9. Click the Add button. The system displays the Policy Templates dialog box:
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Policy Templates

Laak in: I = inf

common. adm
conf,adm
B

@ inetcorp, adm
@ inetres, adm
@ inetset, adm
@ instlr11, adm
a syskern, adm
@ windows, adm
@ winnk, adr
@ wmnp. adm

File narne:

Files of type:

Icsavd?. adm

=l

I Falicy Templates

[1

Open I
Cancel |
E

Policy Templates Dialog Box

10. Select CSAV47.ADM, and click Open. The system returns to the

Add/Remove Templates dialog box. The CSAV47.ADM file is now added to
the Current Policy Templates list:
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Add/Remove Templates 2]

Current Palicy Templates:

N arnie | Size | Modified |
] conf B 12741999500
=

[ csavd? 10K

] inetre 109KB  12/7/1999 500 .
=

spstem ATEE  7A21/2000 5:05 ..

Add... Remove

Add/Remove Templates Dialog Box — CSAV Added

11. Click Close. The systems returns to the Microsoft Management Console
The Command AntiVirus folder is now added to the Computer
Configuration/ Administrative Templates folder.

12. Click the plus sign (+) to the left of Command AntiVirus to expand the folder:
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i CSA¥Console

§ Ackive Direckory Users and Computers

-- Active Directory Sikes and Services

El@ Default Domain Paolicy

EI@ Computer Configuration

-] Software Settings

-] Windows Settings

El[:l Adrministrative Templates
-] Windows Components
Ela Cornmand Antivirus
- @[] Scanning

-] Motification

e[ Miscellaneous

-] System

-] Metwaork

‘] Printers

EEI---@ User Configurakion

a I KN

=10/ ]
J Consaole  Window  Help |J = |
i Console Root,Default Domain Policy =10 %]
J fckion  Wiew  Favorikes |J o= | | | @
Tree I Favorites Palicy
[ Console Root [15canning
' [ Inatification

[_IMiscellaneous

]
| 4

Administrative Templates — Command AntiVirus

13. Expand Scanning , and select a Preference , for example, Dynamic Virus

Protection . The settings for Dynamic Virus Protection

are displayed in the

right-hand pane. The right-hand pane also shows the present Status of each

setting, for example, Configured or Not configured .

Command AntiVirus for Windows



-

EI@ Computer Configurakion
[:l Software Setkings
F-_ ) windows Settings

L——_I[:l Scanning

: -] Metware
-] Matification
----- [ Miscellaneous
[+ System

1 |

- Ackive Direckory Users and Compubers [judy
: ackive Direckory Sites and Services [judy10:
EI@ Default Domain Paolicy [judy10-4-1-200, keck

El[:l Adrninistrative Templates
[:l Windows Cormponents
=[] Command Antivirus

P [C Excluded Directories
o [C Excluded Files
i Additional Extensions

----- a Dwnamic Virus Prokection

@ Do Mot Enable on Skartup
@ Do Mok Scan Floppy Drives
@ Lo Mok Scan Hard Drives
@ Do Mok Scan Metwark, Drives
@ Infection Action

@ Do Mok Disinfect Macro Va...

ok configured
ok configured
Mot configured
Mot configured
Mot configured
Mot configured
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" CSA¥Console -
J Console  Window  Help J = |
' Console Root'Default 10l x|
J Action  Yiew  Favorites J s o= | | | EX
Tree I Fawvarites Policy | Setting |
] Console Roat @ Disallow Spkion Changes ok configured

Dynamic Virus Protection — Do Not Scan Network Drives

14. Double-click a setting, for example, Do Not Scan Network Drives , to
configure it. The system displays the Do Not Scan Network Drives

Properties dialog box:
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Falicy |E:-:|:|Iain|

@ Do Mot Scan Mebwork: Drives

i pot Configured
™ Enabled
i Dizabled

Previous Policy M ext Policy |

k. | Cancel | Apply

Do Not Scan Network Drives Properties Dialog Box

15. Select Enabled, and click OK. The system returns to the Microsoft
Management Console . Do Not Scan Network Drives is now Enabled .

NOTE: You can also use the Previous Policy and Next Policy buttons to

configure other settings. The setting that you have just configured is saved by
default.
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i CSA¥Console

J Console  Window  Help J = |

't Console Root'Default =10 =|

J fiction  Wiew  Favorites J & = | | | %

Tree I Favarites Palicy | Setting |

(] Console Root @ Disallow Cption Changes Mok configured

-- Active Direckary Users and Computers [judy @ Do Mot Enable on Startup Mok configured

-- Active Directory Sites and Services [judwyl0- @ Do Mok Scan Floppy Drives Mok configured

El@ Default Domain Policy [judy10-4-1-200.kect | =4 Do Mot Scan Hard Drives Mot confiqured

EI@ Computer Canfiguration =i Do Mok Scan Mebwark Drives Enabled

[:l Software Settings 1%'{ Infection Action Mik configured
-] Windows Settings {= Do Mot Disinfect Macro Va,.. Mot configured

El[:l Administrative Templates
I:l Windows Components
=-[_7] Command Antivirus

EI[:I Scanning
----- ([ Excluded Directories
[ Excluded Files
----- [ additional Extensions

b NetWare

a Cwnamic Wirus Prokection
[+ Matification

----- [ Miscellaneous

[#-[_ ] Syskemn

1| |

[ l |

Dynamic Virus Protection — Do Not Scan Network Drives Enabled

16. Repeat Steps 13 through 15 for each Preference and setting that you want to
customize.
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Using System Policy

Ml T To add the template to System Policy and customize the Command AntiVirus
Fim settings, follow these steps:
"

Click the Start button on the Windows task bar.
Click Run.
In the text box, type poledit .

e

Click OK. The system displays the System Policy Editor:

# System Policy Edi ! =10 x|
File - Edit View Options Help
D|=|d| &7z %]
=
-

System Policy Editor Main Window
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5. On the menu bar, click Options . The system displays a drop-down menu:

#J System Policy Editor : O] x|
File Edit View | Options Help
M= E Palicy Template. ..
Group Prioriks, .. "
&
v

Options Drop-down Menu

6. Click Policy Template . The system displays the Policy Template Options
dialog box:
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Policy Template Options

Current Policy Template(z]:

C:ANWINNTSINFACOMMOMN A0M
CAWANNTSINFYINNT AD M

Cancel

i

Policy Template Options Dialog Box

7. Click Add. The system displays the Open Template File dialog box:

Lockin  |a@ I | ﬂ

__| 0000

__| Config.Msi
__| Program Filez
__| Recycler
_ITemp

] Winnt

File name: || Open |
Filez aof type: |Template Files [*.ADM)] ﬂ Cancel

Open Template File Dialog Box
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8. Browse to the C:\Winnt\inf folder:

L EEEEE

28] Commaon. adm
zavd . adm
[=#] inzth171. adm
[#] windows. adm
[=#] it adm

File name: [ csavd?.adm Open |
Files of type: |Template Files [*.ADM) ﬂ Cancel

Open Template File Dialog Box — INNCSAV47 Folder

9. Select CSAV47.ADM, and click Open. The system returns to the Policy
Template Options dialog box. The CSAV47.ADM file is now added to the

Current Policy Templates list:
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Pohicy Template Options

LCurrent Policy Template(s]): 0
CWAMMTSMFASCORMMOMN ADM
N M THIMFYeeawd £ adm
CNWAMMTSMFS I T ALk

Bemove

Cancel

i

Current Policy Templates List — CSAV47.ADM Added

10. Click OK. The system returns to the System Policy Editor.

11. Onthe menu bar, click File. The system displays the drop-

CENTRAL COMMAND

down menu:
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#1 System Policy Editor -10| x|
File Edit View ©Options Help

Mew Palicy

Open Policy. ..

Open Registry =
Save
Save As. ..
Close

Conneck. ..

Exit

CHWINNTLRfnstlr 11, POL

w L

File Drop-down Menu

12. Click New Policy . The system displays the Default Computer and Default
User icons.

13. Double-click the Default Computer icon. The system displays the Default
Computer Properties dialog box.

14. Locate Command AntiVirus , and click the plus sign to expand the folder:
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#J Default Computer Properties x|

Palicies |

™ [ efault Computer -
=@ Netwark
=@ System
Elﬂ Command Antiinus
- -4 Scanning
@ Motification
- Miscellaneous
=@ windows Installer
- windows NT Metwork
- windows NT Printers
=@ windows NT Remote Access
=@ windows NT Shell
@ Windows MT Segtem

e |

s I Cancel

Default Computer Properties Dialog Box

15. Expand Scanning , and expand a Preference , for example, Dynamic Virus
Protection (DVP). The settings for Dynamic Virus Protection are displayed
with a check box to the left of the setting.
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[ '{; Default Computer Properties
Puolicies l

- Lj__] Scanning ﬂ
[uarantineg Direchany

+ @ Excluded Directornies

+ @ Excluded Files

+ @ Additional E stensions

+ @ Metw are

= Lj_;] Crynamic virus Proteckion
Dizallow Option Changes
Do Mot Enable on Startup
Do Mot Scan Floppy Drives
Do Mot Scan Hard Drives
Do Mot Scan Network, Drives
|nfection Action ﬂ

E X1 &= E E E

ak. | Cancel

Default Computer Properties Dialog Box — DVP

16. Select the check boxes of the settings that you want to apply, for example, Do
Not Scan Network Drives.

17. Repeat Steps 15 through 16 for each Preference that you want to customize.

18. Click OK. The system returns to the System Policy Editor.
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19. On the menu bar, click File, and then Save As. The system displays the Save
As dialog box.

20. Inthe File name text box, type the name of the policy, for example,
CSAV47.POL, and click Save.

CUSTOM INSTALLATION WIZARD

The Custom Installation Wizard for Command AntiVirus allows you to customize
the installation features and settings before you install Command AntiVirus over
the network onto multiple computers.

Using the wizard, you can import Command AntiVirus settings from a previous
version, add or remove features, and create custom scan tasks. If you are not
using the System Policy Template for Command AntiVirus, you can also use the
wizard to customize the Command AntiVirus settings.

The wizard uses the Command AntiVirus Windows Installer package (MSl file) to
create a custom Windows installer transform (MST file) that contains your
customized installation features and settings. You can then deploy the MST file
with the Command AntiVirus installation MSI file to computers throughout the
network.

NOTE: You can use the wizard to create a new MST file or to modify an existing
file. No changes are made to the Command AntiVirus MSI file.

The Custom Installation Wizard for Command AntiVirus contains the following
customization options:

* Set Feature Installation States — Allows you to select the features that you
want to install and how they will be installed. You can also select whether the
feature is displayed or hidden during the installation process and when the
user is adding or removing features after CSAV is installed.

* |dentify Additional Servers — Allows you to specify additional network
servers that have a copy of the installation folder tree. If you install features to
run from the server or to be installed when the feature is first accessed, this
option ensures that there is always access to an available network server.

Command AntiVirus for Windows
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Modify Add/Remove Programs Settings  — Allows you to modify the
information that is displayed in the Windows Support Info dialog box for
Command AntiVirus. You can access this information through the Windows
Add/Remove Programs dialog box in the Control Panel by selecting
Command AntiVirus and clicking support information.

Set Product Settings — Allows you to modify the default installation settings
for the items on the Command AntiVirus Preferences menu.

The wizard is easy to use. Just make your selections and click Next to continue.
Here are just a few points to remember.

To go back to the previous dialog box, click Back .

To exit the wizard during the process, click Cancel.

To save your changes to the MST file, click Finish .

To exit the wizard after you have completed the process, click Exit.

To go to any page in the wizard, click the down arrow to the right of the page
number in the upper-right corner of the dialog box. The system displays the
following drop-down list box containing the wizard page names and numbers.
Just click the page that you want. This option is available starting with

Page 6.

f; Set Feature Installation States

71 Identify Additional Servers

8: Modify Add/Remove Programs Settings
9 Specify Product Settings

10; Specify Task Files

11: Select the MST File to Save

Wizard Page Number Box
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To start the wizard and create or modify an MST file, follow these steps:

1. Click the Start button on the Windows taskbar.
2. Select Programs .

3. Select Central COMMAND .

4

. Click Custom Installation Wizard . The system displays the Welcome dialog
box.

5. Click Next. The system displays the Open the MSI File dialog box:

Custom Installation Wizard ' i[

Open the M5I File 2af 11

Specify the name and path of the product's Windows [nstaller package M5 file).

MOTE: Mo changes are made to the M5 file.

Mame and path of the M5 file to open:

E:h4. 7OBetalhozav.mai j Browsze. .. |

< Back I Mext » I Cancel

Open the MSI File Dialog Box
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6. In the Name and path of the MSI file to open text box, type the path and
name of the Command AntiVirus MSI file that you want to customize, for
example:

E:\4.70BETA1\CSAV.MSI

NOTE: You can also use the Browse button to search for the file. No changes
are made to the MSI file.

If you are using the Custom Installation Wizard within the Command AntiVirus
Deployment Prep Wizard, the path is set by default, and the text box is
unavailable.

7. Click Next. The system displays the Import Previous Command AntiVirus
Settings dialog box:

Import Previous Command AntiVirus Settings Jof 11

[T Import Command Antivins 4.6 settings

< Back et » Cancel

Import Previous Command AntiVirus Settings Dialog Bo X
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8. Select one of the following options:
¢ If you do not want to import settings, click Next, and go to Step 11.

¢ If you want to import settings from a 4.6x version of Command AntiVirus,
select the Import Command AntiVirus 4.6x settings  check box, and
click Next. The system displays the Specify Paths to Previous
Command AntiVirus Settings  dialog box:

Specify Paths to Previous Command AntiVirus Settings 4 of 11

% ze a SETUP.IMI from this location;

Browse...

= Uze a k5| from this location:
#51 Path

I Browze. .

MST

I Browze. .

.

¢ Back M et = Cancel

Specify Paths to Previous Command AntiVirus Settings Dialog Box
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This dialog box allows you to import settings from a previously configured
Command AntiVirus 4.6x SETUP.INI file or MST file.

9. Select the file type you want to transfer from, for example, Use a SETUP.INI
from this location , and in the text box, type the path to the file.

NOTE: If you selected Use an MSI, you need to provide the location of both the
MSI and the MST files.

You can use the Browse button to locate the files.
10. Depending on the file type you selected in Step 9:

* Use a SETUP.INI from this location — go to Step 12.

¢ Use an MSI —click Next. The system displays the Open an Existing MST
File dialog box:
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Custom Installation Wizard x|

Open an Existing M5T File B af 11

|f o previouzly created a‘Windows Installer transform [MST file] far thiz product, vou can open it b uge az a
gtarting point far the new MST file.

Y'ou can alzo make modifications to the exizting file. The existing MST file remainz unchanged unless pou specify
itz name and path in the Select the MST File to Save dialog box on the nest page.

MOTE: The exizting MST file must have been created uzing the M5 file that you specified in the Open the k51
File dialog bo.

¥ Do not open an existing M5T file

" Open an existing M5T file
Mame and path of MST file to open:

j Browse. .
< Back I M et > I Cancel |

Open an Existing MST File Dialog Box

11. If you have not previously created a Command AntiVirus MST file, select Do
not open an existing MST file.

If you have previously created a Command AntiVirus MST file, you can open
the existing MST file to use as a starting point for a new file. You can also
make changes to the existing file.

Select Open an existing MST file . Then, type the path and name of the MST
file in the Name and path of MST file to open text box.

NOTE: You can also use the Browse button or select a previously opened MST
file from the drop-down list box.
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The existing Command AntiVirus MST file must have been created using the
Command AntiVirus MSI file that you specified in the Open the MSI File dialog
box. The MST file remains unchanged unless you specify its path and name in
the Select the MST File to Save dialog on the next page.

12. Click Next. The system displays the Set Feature Installation States dialog
box:

x|

Set Feature Installation States Eaf11 |

Select the features and subfeatures that pou want to install. Click the plug signs [+] to dizplay the subfeatures.

Click the down arraw ta the right of the installation statuz icon to zelect the default ingtallation state. Right-click
the installation statuz icon to select whether the feature iz dizplayed during inztallation.

g (=0 | Command Antivinug Scanner ~ Description:
o =3 | Dipmamic Vinus Protection Installs the files that are
....... = | Optional Files required for additional

Command Antiinis features.

< Back MHext » Cancel

Set Feature Installation States Dialog Box
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13. Select the features and subfeatures that you want to install. Click the plus

signs (+) to display the subfeatures. You can view the description of each
feature and subfeature by clicking its name.

Custom Installation Wizard

P
Set Feature Installation States Eofl1] |w

Select the featurez and subfeatures that pou want to install. Click the pluz zigns [+] to dizplay the subfeatures.

Click. the down arrow ta the right of the installation status icon to select the default installation state. Right-click
the installation statuz icon to select whether the feature i displayed duning installation.

Command Anthirus Scanner B DESC"F'“DHZ_

Drynamic Winus Protection Installs the files that are
Dntional Files required for additional

—[ e AL Cornmand Antkirus features.

MHetwfare Feparting
Qutlook, Scanner

Scheduled Scan
Shell Extension
dpdate Mow
< Back I Mext » I Cancel
Set Feature Installation States Dialog Box — Subfeatures Displayed
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¢ Command AntiVirus Scanner - installs the files that are required to
perform on-demand virus scans. This feature is installed by default.

* Dynamic Virus Protection —installs the files that are required to perform
on-access virus scans. This feature is installed by default.

¢ Optional Files —installs the files that are required for additional Command
AntiVirus features. This feature is installed by default.

Optional Files contains the following subfeatures:
= NetWare Reporting - installs the files that are required for a

workstation to communicate with a server that is running Command
AntiVirus for NetWare. This subfeature is not installed by default.

NOTE: For NetWare Reporting to work, the Novell® NetWare® client must be
installed.

m Outlook Scanner - installs the files that are required to perform
on-access virus scans of incoming and outgoing mail in Microsoft
Outlook®. This subfeature is not installed by default.

NOTE: The Outlook Scanner does not apply to Microsoft Outlook Express.

» Scheduled Scan - installs the files that are required to perform
scheduled virus scans. This subfeature is installed by default.

» Shell Extension - installs the files that are required to add the
Command AntiVirus scan option to the shell shortcut menu. This
subfeature is installed by default.

s Update Now - installs the files that are required to allow the end user
to update definition files, components, and full product. This
subfeature is installed by default.

To the left of each feature and subfeature is an icon that represents the
present installation state. To view the explanation of each icon or to select a

different installation state, click the down arrow to the right of the icon.
The system displays a drop-down menu:
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Custom Installation Wizard

||

Select the features and subfeatures that you want to install. Click the plus signs [+] to display the subfeatures.

Set Feature Installation States

Click the down arrow to the night of the installation statuz icon to select the default installation state. Right-click
the installation statug icon o select whether the feature iz dizplaged during installation.

¥ — Description:
Inztallz the files that are
@wm be installed on lacal hard drive required to perform
= =18 |Entire Feature will be installed on local hard drive

on-demand wirus scans.

#*_ |Entire Feature will be unavailable

i 0 | Shell Extengion
[ =i~ | Update Mow

< Back I Mest » I Cancel

Set Feature Installation States Dialog Box

— Drop-down Menu

NOTE: When the installation state of a subfeature is different from the state of
the feature, the icon of the feature has a gray background.

Command AntiVirus for Windows
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Depending on the feature or subfeature that you select, the drop-down menu
contains all or some of the following items:

g Will be installed on local hard drive  — installs the selected feature or
subfeature on the local hard drive. If you select a subfeature, this option also
installs the parent feature. For example, if you select to install the Outlook
Scanner, the Optional Files is also installed.

g B Entire feature will be installed on local hard drive — installs the selected
feature and all of its subfeatures on the local hard drive. For example, if you
select Optional Files , all of the subfeatures are also installed.

If you select a subfeature, this option installs the parent feature and the
selected subfeature. For example, if you select to install NetWare Reporting
Optional Files is also installed.

H Entire feature will be unavailable — does not install the selected feature or
any of its subfeatures.

To change the installation status for a selected feature or subfeature, click the
appropriate icon. The program returns to the Select Features dialog box
which now shows the installation status icon that you selected.

You can also select whether the feature is displayed during the installation
process and when the user is adding or removing features after CSAV is
installed.

Right-click the down arrow to the right of the installation state icon of a
feature or subfeature. The system displays a drop-down menu:
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x|
Set Feature Installation States Eof1l |=

Select the features and subfeatures that pou want to install. Click the pluz zigns [+] to dizplay the subfeatures.

Eusl:nm Installation Wizard

Click. the down arraw ta the right of the installation statuz icon to zelect the default installation state. Right-click
the installation statuz icon to select whether the feature iz dizplayed during inztallation.

Command &ntidirus Scanner — Description:
Inztallz the files that are
required ko perform

an-demand wviruzs scans.

inJz Protection
les

Pt are Feporting
Outlook Scanner
Scheduled Scan
Shell Estenzion
=i~ | Update Maw

< Back I MHext > I Cancel

Set Feature Installation States Dialog Box  — Hide/Unhide Drop-Down Menu

Command AntiVirus for Windows



CENTRAL COMMAND 7-103

Select one of the following:

* Hide — The feature is not displayed during the installation process and
when the user is adding or removing features in the Command AntiVirus
installation program’s Add/Remove Application dialog box. For more
information, refer to Installation Maintenance in the Installation chapter.

The feature is only hidden. It is installed and available to the user unless
you set the installation state to Entire feature will be unavailable

NOTE: If you hide a feature, then all of the subfeatures are also hidden.

* Unhide —The feature is displayed during the installation process and when

the user is adding or removing features after CSAV is installed. This is the
default.

14. Click Next. The system displays the Identify Additional Servers dialog box:
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Custom Installation Wizard x|

Identify Additional Servers

Specify additional netwark, zervers on which pau have replicated the adminiztrative installation paint, Uzers can
inztall from arw of these zervers.

Fathz to replicated images of administrative installation points:

Server Folder Path |

w

=
=

add. | Modiv. | FRemove |

< Back I Mext » I Cancel |

Identify Additional Servers Dialog Box

This dialog box allows you to specify additional network servers that have a
copy of the installation folder tree. If you install features to run from the server
or to be installed when the feature is first accessed, this option ensures that
there is always access to an available network server.
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Initially, the primary server is the server from which you installed Command
AntiVirus. If this server is unavailable, an attempt is made to connect to each
server in the list from top to bottom until a successful connection is made. If a
connection is successful, the server that is connected now becomes the
primary server.

If no server is available, the system prompts the user for the location of a
server.

15. To add an additional network server, click Add. The system displays the Add
Network Server Entry dialog box:

Add Network Server Entry E

Hetwork, Server;
|5:ARMAS LB

ak. | Canicel |

Add Network Server Entry Dialog Box

16. In the Network Server text box, type the path and name of the server that
you want to add, for example:

S:\RMAS

The drive letter must be mapped on the user’'s computer. You can also
specify a Universal Naming Convention (UNC) path.

NOTE: Make sure that you type in a valid path and name. You can use the
Browse button to search for the server.
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17. Click OK. The system returns to the Identify Additional Servers dialog box.
The Server Folder Path list box now contains the server that you added.

Repeat Steps 14 through 16 for each additional server that you want to add.
NOTE: To change a server, select a server in the list and click Modify . To delete

a server, select a server in the list and click Remove . To change the position of a
server in the list, select the server and click the up or down Move buttons.

18. Click Next. The system displays the Modify Add/Remove Programs
Settings dialog box:
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Modify AddfRemove Programs Settings

tadify the fallawing values uzed by the Add/Bemaove Programs option in the Contral Fanel,

Properties [Windows 20005F only] ]

Publizher URL: Iwww.cummandsuﬂware.mm

Praduct info and updates LRL: |

Help file path or URL: Ihttp: v commandzoftware. comdservice

Help telephone: IEE‘I -A75-3200

Contact persor; -
R Il:ush:umer_serwce@cummandsnftware. Com

Pualicy Settingz 1

[~ Dizable Maodify button [T Dizable Remowve button [~ Dizable Repair button

¢ Back M et » Cancel

Modify Add/Remove Programs Settings Dialog Box

This dialog box allows you to modify the information that is displayed in the
Windows Support Info dialog box for Command AntiVirus. You can access
this information through the Windows Add/Remove Programs dialog box in
the Control Panel. Select Command AntiVirus and click support information .
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You can also disable the Change and Remove buttons for Command
AntiVirus that are displayed in the Windows Add/Remove Programs dialog
box and the Repair button that is displayed in the Windows Support Info
dialog box for Command AntiVirus.

19. To change the default contact information, type the new information in the
appropriate text boxes.

20. To disable the following buttons, select or clear the appropriate check boxes
under Policy Settings . These check boxes are not selected by default.

¢ Disable Modify button — Allows you to prevent the users from modifying
Command AntiVirus. When this function is disabled, the Change button
for Command AntiVirus that is displayed in the Windows Add/Remove
Programs dialog box is dimmed.

For more information on making changes to Command AntiVirus after
installation, refer to Installation Maintenance in the Installation chapter.

¢ Disable Remove button — Allows you to prevent the users from removing
Command AntiVirus through the Windows Add/Remove Programs dialog
box. When this function is disabled, the Remove button for Command
AntiVirus that is displayed in the Windows Add/Remove Programs dialog
box is dimmed.

For more information on removing Command AntiVirus through the
Command AntiVirus installation program’s Add/Remove Application
dialog box, refer to Installation Maintenance in the Installation chapter.

¢ Disable Repair button — Allows you to prevent the users from reinstalling
Command AntiVirus through the Windows Support Info dialog box for
Command AntiVirus. When this function is disabled, the Repair button is
dimmed.

21. Click Next. The system displays the Specify Product Settings dialog box:

Command AntiVirus for Windows
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Custom Installation Wizard x|

Specify Product Settings

take changes ba any product zetting an the computer where this M5T iz deployed. These zettings are applied
to all uzerz on the computer and ovenarte exizting zettingz. Only configured zettings are applied.

Command Antiinus Setting | Statuz |
- Scanning Scanning
[+ Matification Maotific:ation

o Mizcellaneous Miscellaneous

* Show all settings ™ Show configured settings only

< Back I Mext » I Cancel

Specify Product Settings Dialog Box

This dialog box allows you to modify the default installation settings for the
items on the Command AntiVirus Preferences menu. For more information,
refer to Using the Preferences Menu in the Using Command AntiVirus
chapter of the Command AntiVirus for Windows Administrator’s Guide.

NOTE: If you have already configured these settings in the System Policy
Template for Command AntiVirus and are going to use this .ADM file to set
System Policy for this installation, you do not need to configure the settings here.
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22. Click the plus sign (+) to the left of a Preference folder, for example,
Scanning , to expand the folder:

Custom Installation Wizard

Specify Product Settings

take changes to any product zetting an the computer where this M5T iz deploved. These settings are applied
to all uzerz on the computer and ovenarnte exizting zettingz. Only configured zettings are applied.

I:_::ummanu:l At

Diyramic Yirus Protection
[#1- Matification
- Mizcelaneous

* Show all settings

Setting

| Shatus |

Exchided Directaries
Excluded Files
Additional Extengions
M et are

Cuarantine Directory

™ Show configured settings only

Dyrarnic Vinis Protection

Mot configured

Cancel

< Back I Mest » I

The Specify Product Settings

Specify Product Settings Dialog Box — Scanning Expanded

window has two panes. The left-hand pane

contains a list of the Command AntiVirus Preferences that you can configure.

When you select a Preference , by default, the right-hand pane contains a list
of Settings for this Preference . The right-hand pane also shows the present
Status of each setting, for example, Configured or Not configured .

Command AntiVirus for Windows
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23.

Below the Set Product Settings window, there are two radio buttons that
determine the list of Settings that you see in the right-hand pane. They are:

¢ Show all settings — lists all of the settings that you can configure.
* Show configured settings only  — lists only the settings that you have
configured.

In the left-hand pane, select a Preference , for example, Dynamic Virus
Protection . The settings for Dynamic Virus Protection are displayed in the
right-hand pane. The right-hand pane also shows the present Status, for
example, Not configured :
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Custom Installation Wizard 5”

Specify Product Settings 9of1] |w

i ake changes to any product setting on the computer where this M5T iz deployed. These zettings are applied
to all users on the computer and ovenarite exizting settingz. Only configured settings are applied.

Command Antitirs Setting | Status |
= Scanning Dizallow Option Changes Mot configured

i Excluded Directories Do Mot Enable on Startup Mot configured

Ewcluded Files Do Mot Scan Floppy Drives Mot configured

" . Do Mot Scan Hard Drives Mot configured

ﬁdﬁl:nnal Extensions Do Mot Scan Metwork Drives Mot configured

El¥vane ) Infection Action Mot configured

-+ Dynamic Yinus Protection Do Mot Diginfect Macro Yarants Mot configured

[~ Motificatian
- Mizcelaneous

£ Show all settings ™ Show configured settings only

< Back I Mext » I Cancel

Specify Product Settings — DVP — Do Not Scan Network Drives — Not Configured

24. Double-click a setting, for example, Do Not Scan Network Drives , to
configure it. The system displays the Properties for “Do Not Scan Network
Drives” dialog box:

Command AntiVirus for Windows
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Propetties for "Do Mot Scan Network Drives™ x|

Do Mot Scan Metwaork Drives

% no Changes
™ apply Changes

[T Do Mot Scan Network Drives

Previous Setting Mext Setting |

Ik I Cancel

Properties for “Do Not Scan Network Drives” Dialog Box

ANVIAWOD TVYHLN3D
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25. Select Apply Changes .

26. Select the settings that you want, for example, Do Not Scan Network Drives
and click OK. The system returns to the Specify Product Settings  dialog
box, and the Do Not Scan Network Drives settings how shows Configured .

NOTE: You can also use the Previous Setting and Next Setting buttons to
configure other settings. The setting that you have just configured is saved by
default.

Custom Installation Wizard

x|

kake changes to any product zetting on the computer where thiz MST iz deployed. These zettingz are applied
to all usgers on the computer and ovensrite exizting settingz. Only configured =ettings are applied.

Specify Product Settings

E_u:ummanu:l Antiirus | Statug |

Setting

=+ Scanning

Excluded Directories

- Excluded Files
Additional E=tensions
Metwfare

Dynarmic Virus Protection
[+~ Maotification

- Mizcellaneous

Digallowe Option Changes
Do Mot Enable on Startup
Do Mot Scan Floppy Drives
Do Mot Scan Hard Drives

Do Mat Scan Mebwork Drives
|rfection Action
Do Mot Diginfect kMacroWarantz  Mat configured

Mat configured
Mot configured
Mot configured
Mot configured
Configured

Mot configured

% Show all settings © Show configured settings anly

¢ Back I Mewt » I

Specify Product Settings — DVP — Do Not Scan Network Drives — Configured

Cancel
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27. Repeat Steps 23 through 25 for each Preference and setting that you want to
customize.
28. Click Next. The system displays the Specify Task Files dialog box:

Specify Task Files

Specify zcan tazk [[FPT] files to include with inztallation.

T azk Files:
|

M arne

Scan CO-ROM Drives
Scan Drive &

Scan Drive B

Scan Hard Drives
Scan Metwork, Drives

sdd. | Modin. | Remove |

¢ Back | Mext » | Cancel |

Specify Task Files Dialog Box
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This dialog box allows you to customize the scan tasks that are available
upon installation by:

¢ Creating new scan tasks.

* Modifying the Properties of the preconfigured System Tasks that come
with Command AntiVirus.

* Removing the preconfigured System Tasks that come with Command
AntiVirus.

29. Use the Add, Modify, or Remove buttons to customize the scan tasks.

To create a new scan task, follow these steps:

A. Click the Add button. The system displays the Create New Task dialog
box:

crestenentosk |

Enter the name of the new tazk:

| [k I Canicel

Create New Task Dialog Box

B. Inthe Enter the name of the new task text box, type the name of the new
task, and click OK. The system displays the Properties dialog box:

Command AntiVirus for Windows
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Properties - Scan Hard Drives

Properties |.-’-'-.-:|~.fann:eu:| F'ru:upertiesl Schedulel

— Path/Drives to zcan

¥ Include sub-falders

[~ Select all floppy diives

[T Select all drives

¥ Scan boot sectors

Browse... |

[T Select all CD-ROM drives

¥ Select all hard drives [T Select all network, drives

— Action oh infection

IHepDrt j

[T Confirm action on each infection

¥ Femove all macroz if wariant iz found

0k, I Cancel

Properties Dialog Box

7-117

C. Accept the default settings, or customize the settings to your needs, and

click OK.

For more information, refer to Configuring Scanning Properties

Windows Administrator’s Guide.

in the
Using Command AntiVirus chapter of the Command AntiVirus for
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To modify an existing scan task, follow these steps:

A. Select a scan task, and click the Modify button. The system displays the
Properties dialog box.

B. Accept the default settings, or customize the settings to your needs, and
click OK.

To remove an existing scan task, select a scan task, and click the Remove
button.

30. Click Next. The system displays the Select the MST File to Save dialog box:

Custom Installation Wizard E x|

Select the MST File to Save

Specify the name and path of the MST file in which pou want to save changes.
Changesz are not written to the MST file until you click the Mest button.

MOTE: The M5T file must be uzed anly with the MSI file that you specified in the Open the M51 File dialog box.

Mame and path of MST file:

C:%Program FileshCSaW, mzl Browse. . |

¢ Back I M et » I Cancel

Select the MST File to Save Dialog Box

Command AntiVirus for Windows
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31. Inthe Name and path of MST file text box, type the path and name of the
Command AntiVirus MST file in which you want to save the changes.

NOTE: If you are using the Custom Installation Wizard within the Command
AntiVirus Deployment Prep Wizard, the path is set by default, and the text box is
unavailable

For example, if you are creating a new MST file, type in a path and a file name
including the .mst extension.

If you are updating an existing MST file, type in the path and the file name of
the Command AntiVirus MST file that you previously opened in the Open the
MST file dialog box. The system displays a dialog box asking you to confirm
that you want to overwrite the existing file. Click OK to confirm.

The changes are not written to the MST file until you click Next.

NOTE: You can also use the Browse button to search for a file and/or path.

The Command AntiVirus MST file must be used only with the Command
AntiVirus MSI file that you previously specified in the Open the MSI File dialog
box.

For deployment, we recommend that the Command AntiVirus MST file be in the
same folder as the Command AntiVirus MSI file.

32. Click Next to save your changes to the specified file. The system displays the
Finished dialog box.

NOTE: If you need to modify your choices, click Back.
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Finished

Y'ou have successfully completed the Custom Installation ‘wWizard.

Touze your MST file, include the file in the Setup command line. Faor example, the following command runs
Setup quigtly using your MST file:

mziexec.exne A "B 0B etal hozav.melt TRANSFORMS="C:5\Program Filezh\CSAY . mst'' /q

To make changes to your MST file, run the wizard again, and open the file.

E st

Finished Dialog Box

33. Click Exit to end the program.

If you want to make changes to an MST file, run the Command AntiVirus Custom
Installation Wizard again, and open the MST file.

NOTE: For information on deploying your customized installation of Command
AntiVirus to multiple users over the network, refer to Deploying Command
AntiVirus through Group Policy  located in the Network Administration
chapter of the Command AntiVirus for Windows Administrator’s Guide.

Command AntiVirus for Windows
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CONFIGURING THE DOWNLOAD PROCESS

This section contains information on configuring scheduled updates and
upgrades of Command AntiVirus and applying these updates to administrative
images using the Command AntiVirus Download Manager.

CSAV DOWNLOAD MANAGER

The Command AntiVirus Download Manager allows you to schedule automatic
downloads of Command AntiVirus virus definition file (deffile) updates,
component updates, and full product upgrades.

You can also configure the Command AntiVirus Download Manager to
automatically apply the deffile and component updates to administrative images.
Command AntiVirus for Windows contains an agent that detects a change in the
administrative image and updates automatically the next time the user logs on to
the machine. For more information, refer to Updating CSAV located in the
Network Administration chapter of this administrator’s guide.

From the Download Manager Main dialog box, you can:

¢ Configure the download process
* Apply downloaded updates to administrative images

¢ Create an administrative image from a downloaded upgrade of Command
AntiVirus

* Refresh the Downloads window
¢ Delete downloaded files
¢ Add administrative images to the Administrative Installations  window

* Remove administrative images from the Administrative Installations
window
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To start the Command AntiVirus Download Manager and configure the download
process, follow these steps:

1. Click the Start button on the Windows taskbar.

2. Select Programs .

3. Select Central COMMAND .

4

. Click CSAV Download Manager . The system displays the Download
Manager Main dialog box:

Command AntiVirus for Windows



CENTRAL COMMAND

7-123

Download Manager

— Downloads

Configure. .. |

I ame

| Type

Apply |

[nztall...

Fefresh Delete Files

— Adminiztrative [nstallations

Product | Y erzion |

Add... | Remove |

] | Cancel |

Download Manager Main Dialog Box

5. Click Configure . The system displays the Configure Download dialog box:
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O http:/{download. commandcom, com/productsfcommercialfC55Cnkr) -
O ftp:jftp. commandcom. comproductsfrommercial{C S5 Cntrl)
O http:f fvwene, command, co. ukproducts commercial CS5Cntr;
O ftp:iftp, command. co, uk/productsfcommercial f255Cntr)

Mkt {idnwnlnad . commandeam. ranm. a0 fneadneks feammercial iCSSenkel ! hal

[T Download deffile updates
[T apply deffile updates ta administrative installations automatically after downloading
[T Download component updates
[T apply component updates o adminiskrative installations autamatically after downloading

[ Download full produck upgrades

Schedule, .. Wiew Log. .. I Zancel

Configure Download Manager Dialog Box

6. Under Sites, select the check boxes of the download sites that your are
authorized for or have purchased from:

¢ Command Software US - Select the Command Software web site and
FTP site. These are the first and second check boxes.

¢ Command Software UK - Select the Command Software UK FTP site
and web site. These are the third and fourth check boxes.

¢ Command Software Australia — Select the Command Software Australia
web site. This is the fifth check box.

Command AntiVirus for Windows
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When you select a check box, the system displays a User Name and
Password dialog box. Enter a valid user name and password for the selected
site, and click OK.

NOTE: After you enter a valid user name and password for a specific Site, this
dialog box does not display again as long as your user name and password for
that site remains valid.

When a scheduled download takes place, the selected site at the top of the
list is tried first. The selected site at the bottom is tried last.

7. Specify the type of updates and/or upgrades that you want to download. For
the deffile and component updates, also specify if you want to apply the
updates to administrative installations automatically after downloading the
files.

Select one or more of the following check boxes:

* Download deffile updates — downloads the latest virus definition files if
they have changed since the last download.

» Apply deffile updates to administrative installations automatically
after downloading — automatically applies the virus definition
updates to administrative images after downloading.

* Download component updates — downloads the latest component
updates if there are any since the last download.

= Apply component updates to administrative installations
automatically after downloading  — automatically applies the
component updates to administrative images after downloading.

¢ Download full product upgrades  — downloads the latest version of
Command AntiVirus if there are any since the last download.
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8. Click the Schedule button. The system displays the Central COMMAND
Scheduled Download dialog box:

21
Scheduls | Settinggl
|<Ta$k niot scheduled: j
e | [Delete |

Schedule T azk: Start time:

- =] |

J I - Advanced...
¥ Show muliiple schedules.

Ok Cancel

Central COMMAND Scheduled Download Dialog Box

9. In the Schedule dialog box, click the New button to create a new task.

10. In the Schedule Task list, click the drop-down arrow, and select how
frequently you want the downloads to occur, for example, Daily, Weekly,
Monthly , etc.

Command AntiVirus for Windows
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11. Depending on the selection that you made in Step 11, make the appropriate
selections under Schedule Task XXX .

For example, if you selected Weekly, under Schedule Task Weekly , select
how often and the day of the week that you want the downloads to occur. If
you want the download to occur every 2 weeks on a Monday, in the Every box
select 2, and then, select the Mon check box.

CentralCOMMAND Scheduled Download 2] ]

Schedule | SettingSI

|1. At 400 AW evern Mon of ever 2 weeks, starting 4./30/2002 j
Mew | Delete |
Schedule Task: Start time:
[ weekly R | 4:00 AM —= Advanced.. |
—Schedule T aszk Weekly
Every |2 _I? week[s]on: W Mon [T Sat
[ Tue [~ Sun
[ 'wWed
[T Thu
[~ Fui
v Show multiple zchedules.

k. I Canicel

Schedule Dialog Box
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12. In the Start time box, click the up or down arrows to select a time for the
download to start, for example, 4 AM.

13. Click OK to save the schedule. The system returns to the Configure
Downloads dialog box.

In Windows 2000, Windows XP, and Windows NT, the system first displays the
Set Account Information  dialog box. Enter a user name and password for an
account that has Internet access to download the updates and the rights to apply
the updates to administrative images.

NOTE: You can view the details of the download by clicking the View Errors
button. The system displays an Error Log .

14. Click OK. The system returns to the Download Manager Main dialog box.

15. Under Administrative Installations , click the Add button. The system
displays the Open dialog box.

16. Browse to a folder that contains a Command AntiVirus administrative image
that you want to apply the updates to, for example, Command AntiVirus
4.70.0:

Command AntiVirus for Windows
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Program Files
Windows

File narme: Icsav.msi Open

Filez of type: IMSI Files j Cancel |

A

17. Select the MSI, and click Open. The system returns to the Download
Manager Main dialog box. Command AntiVirus for Windows 4.70.0 is now
shown in the Administrative Installations ~ window:
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Download Manager
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— Downloads

Configure... |

Mame | Y ersion | Type |

Apply Install... | Fefrezh Delete Files |
— Admiristrative [nstallationz
Froduct | Werzion |
Command Antitirus for windows  4.70.0
Add... Remove |
k. | Cancel |

Download Manager Main Dialog Box — Administrative Installations Window

18. Repeat Steps 16 and 17 for any additional administrative images that you

want to add.

Command AntiVirus for Windows



CENTRAL COMMAND 7-131

When the updates and upgrades are downloaded, the files are listed in the
Downloads window of the Download Manager Main dialog box:

— Downloads

Configure... |

Namel "«.r"ersicunl Type I
Dreffile Dreffile
Apply Inztall... | Refresh Delete Files |

— Administrative |nstallations

Product | W ersion |
Command Antitfinig for wWindows  4.70.0

Add... | Remove |

ANVIAWOD TVYHLN3D

] | Cancel |

Download Manager Main Dialog Box — Downloads Window
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If a download occurs while the Download Manager Main dialog box is open, the
list is not updated until you click the Refresh button, or you close the Download
Manager Main dialog box and reopen it.

To delete download files, select the file, and click the Delete Files button. This
action deletes the file from the Downloads window and deletes the file from the
download folder.

NOTE: If you selected to apply deffile and component updates to administrative
installations automatically after downloading, the updates are applied to the
administrative images listed in the Administrative Installations  window. The
updates are installed automatically the next time the user logs on to the machine.

To remove an administrative image from the list, select the image, and click the
Remove button. This action only removes the image from the list. It does not
delete any files.

Applying the Downloaded Updates Manually

If you did not select to apply deffile and component updates to administrative
installations automatically after downloading, you can apply them manually.

Command AntiVirus for Windows
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— Downloads
Configure... |
M ame "«.r"ersicunl Type |
Dreffile
Apply Inztall... | Refresh Delete Files |

— Administrative |nstallations

Product | W ersion |
Command Antitfinig for wWindows  4.70.0

Add... | Remove |

] | Cancel |

Downloads Window — Apply Updates

To apply deffile and component updates to administrative installations manually,
in the Downloads window, select an update, and click the Apply button. The
update is applied to the administrative images listed in the Administrative

Installations window. The updates are installed automatically the next time the
user logs on to the machine.
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Creating an Administrative Image of a Downloaded Upgrade

You can create an administrative image of a downloaded upgrade of Command
AntiVirus by selecting the upgrade in the Downloads window, and clicking the
Install button. The administrative image is added to the list in the Administrative
Installations window.

If you are using the Command AntiVirus Deployment Prep Wizard to advertise
CSAV, you must use this wizard to create an administrative image. For more
information, refer to the Command AntiVirus Deployment Prep Wizard located
previously in this chapter.

INSTALLATION MAINTENANCE

After you have installed Central COMMAND, you can reinstall or remove
Central COMMAND through the installation program’s Application Maintenance
dialog box.

In Windows 2000 and Windows XP, you can also remove Central COMMAND by
clicking the Remove button in the Windows Add/Remove Programs dialog box.

In Windows NT, Windows 2000, or Windows XP, to perform any of the installation
maintenance tasks, one of the following conditions must be met:

* You are a member of the Administrators group on the local machine

¢ System policy is set so that you have elevated privileges for installations

Command AntiVirus for Windows
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To start the installation program, follow these steps:

1. Click the Start button on the Windows taskbar.
2. Select Settings .

3.
4

Click Control Panel .

. Double-click Add/Remove Programs . The system displays the Add/Remove

Programs dialog box.

Select Central COMMAND from the list of currently installed programs, and
click the Add/Remove or the Change button. The system displays the
Command AntiVirus installation program’s Application Maintenance dialog
box:

The system displays the Central COMMAND installation program'’s
Application Maintenance dialog box:
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ji& CentralC 10| x|
Application Maintenance o
Select the maintenance operation to perfarm. b 4
A ™
{* Modify
o Change which application features are installed. Dizplays the
%% Select Features dialog, which lets you configure individual features.
=0
= Repair

Fieinztall mizzing or cormupt files, registry keps, and shortcuts,
%"r Preferences stored in the regiztry may be rezet to default values.
=

Ininztall Central COMMMAMND fram this computer.

< Back | Mest > I Cancel

Application Maintenance Dialog Box

This dialog box contains the following operations:

* Modify — allows you to add or remove features or subfeatures.

NOTE: In Central COMMAND there are no features to add or remove.
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* Repair — allows you to reinstall missing or corrupt files, registry keys, and
shortcuts.

* Remove - allows you to remove Central COMMAND completely.

6. Go to the instructions for the operation that you want to perform, for example,
Removing Central COMMAND .

REINSTALLING CENTRALCOMMAND

You can repair the Central COMMAND through the installation program’s
Application Maintenance dialog box.

NOTE: For the conditions required to perform this operation and the instructions
to start the installation program, refer the Installation Maintenance section
located previously in this chapter.

This option allows you to reinstall missing or corrupt files, registry keys, and
shortcuts.

To reinstall Central COMMAND, follow these steps:
1. In the Central COMMAND installation program’s Application Maintenance

dialog box, select Repair, and click Next. The system displays the Ready to
Repair the Application dialog box.

NOTE: You can click Back to make a new selection, or you can click Cancel,
Exit Setup and then OK to cancel the reinstallation and exit the setup program.
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2. Click Next to begin the installation. The system displays the Updating
System dialog box. Please wait while the program copies the
Central COMMAND files to your system.

NOTE: You can click Cancel, Exit Setup and then OK to cancel the
reinstallation and exit the setup program.

When the copying is complete, the system displays a dialog box informing you
that Central COMMAND has been successfully installed.

3. Click Finish to exit.
REMOVING CENTRALCOMMAND

You can completely remove an installed version of Central COMMAND through
the installation program’s Application Maintenance dialog box.

NOTE: For the conditions required to perform this operation and the instructions
to start the installation program, refer the Installation Maintenance section
located previously in this chapter.

In Windows 2000 and Windows XP, you can also remove Central COMMAND by
clicking the Remove button in the Windows Add/Remove Programs dialog box.

To remove Central COMMAND completely, follow these steps:

1. In the Central COMMAND installation program’s Application Maintenance
dialog box, select Remove, and click Next. The system displays the Uninstall
dialog box.

2. Click Next to remove Central COMMAND. The system displays the Updating
System dialog box. Please wait while the program removes the
Central COMMAND files from your system.

NOTE: You can click Cancel, Exit Setup and then OK to cancel the uninstall
and exit the setup program.

Command AntiVirus for Windows
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When the removal is complete, the system displays a dialog box informing you
that Central COMMAND has been successfully uninstalled.

3. Click Finish to exit.
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